
Ransomware Attacks Hit Three
Law Firms in Last 24 Hours
“Five U.S. law firms — three in the last 24 hours — have been
among the companies and organizations targeted by a new round
of ransomware attacks. In two of the cases, a portion of the
firms’ stolen data has already been posted online, including
client information.” reports Robert J. Ambrogi in LawSites
blog.

“Hackers have stolen data from at least five law firms, using
the threat of releasing the data to extort payment from the
firms, Callow said. In the two cases in which hackers already
posted law firm data, they published it on the clear web where
it can be viewed by anybody.”

Read the LawSite’s article.
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