
Navy Wants to Move From Cyber
Compliance  to  Continuous
Cyber ‘Readiness’
“In an effort to improve its cybersecurity posture, the Navy
is moving away from the old compliance model to an ongoing
readiness approach much in the way the service evaluates its
forces  and  weapon  systems,”  reports  Mark  Pomerleau  in
FedScoop.

“Put bluntly, the Navy – and the Department of Defense writ
large – have been taking the wrong approach, according to its
chief information officer. “Today, I would argue that the way
that  we  do  cybersecurity  at  the  Department  of  Navy  …  is
wrong,” Aaron Weis said Tuesday during the Cloudera Government
Forum, which was produced by FedScoop.”

Read the article.
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