
Egnyte Report Reveals 28% of
Americans  Unaware  of
Cyberattacks
Egnyte,  a  leader  in  secure  content  collaboration  and
governance, has released its latest report titled Hacked and
Exposed:  What  Business  Leaders  Need  to  Know  About  Cyber
Threats. The report’s findings highlight cybersecurity trends,
with 28% of Americans going months without realizing they’ve
been  hacked,  often  targeting  their  financial  accounts  and
leading to significant monetary losses.

According to a comprehensive survey of 1,301 U.S. heads of
household,  cybercriminals  are  utilizing  increasingly
sophisticated  tactics  to  exploit  security  vulnerabilities.
These tactics include phishing emails, weak passwords, and
social engineering strategies.

Kris Lahiri, Chief Security Officer and Co-Founder of Egnyte,
stated, “The report not only underscores the prevalence of
cyberattacks but also the concern that many people remain
unaware of breaches for an extended period. This delay allows
hackers to compromise multiple accounts.”

He emphasized the importance of reviewing and strengthening
personal  and  professional  security  practices,  such  as
diversifying  passwords  to  reduce  the  risk  of  attacks.

The report also highlights the sectors most vulnerable to
cyberattacks:

41% reported being financially hacked, making them the most
vulnerable group in the study. 36% of individuals working in
banking and finance experienced financial hacks, emphasizing
the need for stronger cybersecurity.
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31% of professionals were targeted by phishing and email-based
attacks.  Workers  in  office  and  healthcare  settings  also
experienced high rates of cyberattacks, with 29% of office
employees and 25% of healthcare workers reporting financial
hacks.

Neil Jones, cybersecurity evangelist at Egnyte, remarked, “The
findings regarding work location may surprise many. It’s often
assumed that on-site offices provide better security. Still,
our report suggests that organizations with remote workforces
are  more  proactive  in  cybersecurity  training,  network
security, and access control than those with only on-site
employees.”


