
Collection  of  Employee
Biometric  Data:  Privacy  and
Compliance Issues

Businesses  are  increasingly  using  biometric
data  (i.e.,  measurements  of  a  person’s
physical  being)  for  a  variety  of
identification purposes, such as to provide
security  for  the  financial  transactions  of
their customers and for the tracking of work
hours  of  their  employees,  points  out  the

Fisher Phillips Employment Privacy Blog.

Partner Jeffrey Dretler discusses the privacy concerns for
employees and the compliance issues for employers related to
collection of biometric data.

He suggests that employers should establish safe practices and
be on the lookout for new developments. And he concludes with
five  suggested  steps  employers  should  take  to  be  in
compliance.

Read the article.
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